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(d) Access to public meetings. Any
member of the public who plans to at-
tend a public meeting of the Commis-
sion, and who requires an auxiliary aid
such as a sign language interpreter,
should contact the Commission’s Se-
lective Placement Coordinator, Office
of Personnel at (202) 272–7065 or TDD
number (202) 272–2552, prior to the
meeting to make the necessary ar-
rangements. The Selective Placement
Coordinator will take all reasonable
steps to accommodate requests made in
advance of the scheduled meeting date.

[42 FR 14693, Mar. 16, 1977, as amended at 44
FR 32366, June 6, 1979; 55 FR 10235, Mar. 20,
1990]

Subpart J—Classification and De-
classification of National Se-
curity Information and Mate-
rial

AUTHORITY: Sec. 19, Securities Act of 1933,
as amended, 48 Stat. 84, 15 U.S.C. 77s. E.O.
12356, 47 FR 14874, Apr. 6, 1982. Information
Security Oversight Office Directive No. 1 (47
FR 27836, June 25, 1982).

SOURCE: 44 FR 65737, Nov. 15, 1979, unless
otherwise noted.

§ 200.500 Purpose.
This part establishes general policies

and procedures for the classification,
declassification and safeguarding of na-
tional security information which is
generated, processed and/or stored by
the Commission, and supplements Ex-
ecutive Order 12356, April 6, 1982 (47 FR
14874), and Information Security Over-
sight Office Directive No. 1, June 25,
1982 (47 FR 27836).

[47 FR 47236, Oct. 25, 1982]

§ 200.501 Applicability.
This part applies to the handling of,

and public access to, national security
information and classified documents
in the Commission’s possession. Such
documents no longer in the Commis-
sion’s possession will be handled by the
agency having possession, or in accord-
ance with guidelines developed in con-
sultation with the Archivist.

§ 200.502 Definition.
As used in this part: Foreign govern-

ment information means either (a) infor-

mation provided to the United States
by a foreign government or govern-
ments, an international organization of
governments, or any element thereof
with the expectation, express or im-
plied, that the information, the source
of the information, or both, are to be
held in confidence, or (b) information
produced by the United States pursu-
ant to or as a result of a joint arrange-
ment with a foreign government or
governments or an international orga-
nization of governments or any ele-
ment thereof, requiring that the infor-
mation, the arrangement, or both, are
to be held in confidence.

[47 FR 47236, Oct. 25, 1982]

§ 200.503 Senior agency official.

The Executive Director of the Com-
mission is designated the senior agency
official responsible for conducting an
oversight program to ensure effective
implementation of Executive Order
12356. Any complaints or suggestions
regarding the Commission’s informa-
tion security program should be di-
rected to the Office of the Executive
Director, Securities and Exchange
Commission, Attn: Information Secu-
rity Program, 450 5th Street, NW.,
Washington, DC 20549.

(a) The Deputy Executive Director is
the Senior Agency Official for purposes
of the Paperwork Reduction Act of
1980. In this capacity, the Deputy Exec-
utive Director will carry out all re-
sponsibilities required by the Act (Pub.
L. 96–511, 3506(b)), as well as serving as
Agency Clearance Officer for purposes of
the publication of notices in the FED-
ERAL REGISTER.

(11 U.S.C. 901, 1109(a))

[47 FR 47236, Oct. 25, 1982, as amended at 49
FR 12686, Mar. 30, 1984; 51 FR 5315, Feb. 13,
1986]

§ 200.504 Oversight Committee.

An Oversight Committee is estab-
lished, under the chairmanship of the
Executive Director, with the following
responsibilities:

(a) Establish a security education
program to familiarize Commission
and other personnel who have access to
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